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Abstract: The role of information security in the national security system. Along with addressing the issue of building civil society 

as an informed society in the Republic of Uzbekistan as a result of the growing role of information resources and technologies in 

the development of the individual, society and the state in the XXI century, the following factors determine the leading role of 

information security in national security: 
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      INTRODUCTION 

1. The role of information security in the national security system 

2. Modern concept of information security 

The role of information security in the national security system. Along with addressing the issue of building civil society as an 

informed society in the Republic of Uzbekistan as a result of the growing role of information resources and technologies in the 

development of the individual, society and the state in the XXI century, the following factors determine the leading role of 

information security in national security: 

- national interests, their aggression and their protection from these aggressions are represented and realized through the field of 

information and information; 

- human and his rights, information and information systems and their possession - these are not only the main objects of 

information security, but also the main elements of security objects in all areas of security; 

- National security issues can be addressed through the use of the information approach as the main scientific and practical 

method; 

- The problem of national security has a distinctive information character. 

METHODS 

The information security system links the state's information policy with the state policy on national security in the country. At the 

same time, the information security system integrates the main components of public policy into a single whole. This determines 

the role of information security and its position in the national security system of the country. National interests of Uzbekistan in 

the field of information, 

the integrity of the goals, which reflect the strategic directions of their achievement and the systems of their implementation, 

means the state information policy. At the same time, the state information policy is a key component of the country's foreign and 

domestic policy and covers all aspects of society. 

The modern concept of information security refers to a set of formal views on the goals, objectives, principles and key areas of 

information security. 

The following are the main components and aspects of information security: 

- protection of information (in the sense of protection of personal data, state and official secrets and other types of restricted 

information); 

- computer security or data security - a set of hardware and software that ensures the storage, access and confidentiality of data in 

computer networks, measures to protect against unauthorized access to information; 
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- protection of information and supporting infrastructure from accidental or intentional influences of a natural or artificial nature 

that may harm the owners or users of information and the infrastructure that supports it; 

- protection of the requirements of citizens, individual groups and social strata, as well as the population in general, for quality 

information necessary for living, education and development. 

A security policy is a set of rules that define the procedures and mechanisms for ensuring the security of a given set of security 

objects and entities. The choice of specific system security mechanisms is made in accordance with the adopted security policy. 

According to the Decree of the President of the Republic of Uzbekistan "On the establishment of the Ministry of Information 

Technologies and Communications of the Republic of Uzbekistan" dated February 4, 2015, "Information Security and 

Communication Networks, One of the priorities is the implementation of measures for the introduction of modern technologies for 

the protection of software products, information systems and resources, the further development of technical infrastructure for the 

protection of information resources. 

Information security is the protection of information and the infrastructure that supports it from accidental or intentional influences 

of a natural or artificial nature. Such impacts can cause serious damage to information relationships, including information owners, 

information users, and information protection infrastructure. 

The Principle of Freedom of Information of the Republic of Uzbekistan of December 12, 2002  Information Security is defined as 

information security, which means the state of protection of the interests of the individual, society and the state in the field of 

information. 

RESULTS 

A security policy is a set of rules that define the procedures and mechanisms for ensuring the security of a given set of security 

objects and entities. The choice of specific system security mechanisms is made in accordance with the adopted security policy. 

According to the Decree of the President of the Republic of Uzbekistan "On the establishment of the Ministry of Information 

Technologies and Communications of the Republic of Uzbekistan" dated February 4, 2015, "Information Security and 

Communication Networks, One of the priorities is the implementation of measures for the introduction of modern technologies for 

the protection of software products, information systems and resources, the further development of technical infrastructure for the 

protection of information resources. 

Information security is the protection of information and the infrastructure that supports it from accidental or intentional influences 

of a natural or artificial nature. Such impacts can cause serious damage to information relationships, including information owners, 

information users, and information protection infrastructure. 

DISCUSSION 

The information security system links the state's information policy with the state policy on national security in the country. At the 

same time, the information security system integrates the main components of public policy into a single whole. This determines 

the role of information security and its position in the national security system of the country. National interests of Uzbekistan in 

the field of information, 

the integrity of the goals, which reflect the strategic directions of their achievement and the systems of their implementation, 

means the state information policy. At the same time, the state information policy is a key component of the country's foreign and 

domestic policy and covers all aspects of society. 

The modern concept of information security refers to a set of formal views on the goals, objectives, principles and key areas of 

information security. 

The following are the main components and aspects of information security: 

- protection of information (in the sense of protection of personal data, state and official secrets and other types of restricted 

information); 

- computer security or data security - a set of hardware and software that ensures the storage, access and confidentiality of data in 

computer networks, measures to protect against unauthorized access to information; 
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- protection of information and supporting infrastructure from accidental or intentional influences of a natural or artificial nature 

that may harm the owners or users of information and the infrastructure that supports it; 

- protection of the requirements of citizens, individual groups and social strata, as well as the population in general, for quality 

information necessary for living, education and development. 

CONCLUSION 

- national interests, their aggression and their protection from these aggressions are represented and realized through the field of 

information and information; 

- human and his rights, information and information systems and their possession - these are not only the main objects of 

information security, but also the main elements of security objects in all areas of security; 

- National security issues can be addressed through the use of the information approach as the main scientific and practical 

method; 

- The problem of national security has a distinctive information character. 
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